**Capítulo 17  
Escalabilidade**

Mesmo que múltiplos casos de uso e sistemas de Prova de Conceito (PoC) tenham sido desenvolvidos usando blockchains, e que a tecnologia funcione bem para muitos cenários, ainda há a necessidade de abordar algumas limitações fundamentais presentes nas blockchains para tornar a tecnologia mais adotável.

No topo da lista desses problemas está a escalabilidade, que é uma limitação significativa. A falta de escalabilidade é uma preocupação geral, onde as blockchains não atendem aos níveis de desempenho adequados esperados pelos usuários quando a cadeia é usada em larga escala.

Existem várias técnicas para resolver o problema de escalabilidade em blockchains, que serão discutidas em detalhes nas seções seguintes. Ao longo do caminho, abordaremos os seguintes tópicos:

* O que é escalabilidade?
* Trilema da escalabilidade em blockchain
* Métodos para melhorar a escalabilidade da blockchain
* Camadas 0, 1, 2 e além

**O que é escalabilidade?**  
Esse é o problema mais importante nas blockchains, o qual pode significar a diferença entre uma ampla adaptabilidade das blockchains ou uso limitado apenas por consórcios privados.

Podemos definir escalabilidade como a capacidade de um sistema de preservar ou reajustar seus atributos para se adaptar à demanda aumentada por seus recursos à medida que sua utilização cresce.

Como resultado de pesquisas substanciais nesta área, muitas soluções foram propostas, as quais são discutidas na seção seguinte.

De uma perspectiva teórica, a abordagem geral para lidar com o problema de escalabilidade geralmente gira em torno de aprimoramentos no nível do protocolo. Por exemplo, uma solução comumente mencionada para a escalabilidade do Bitcoin é aumentar o tamanho do bloco. Isso significaria que um número maior de transações pode ser agrupado em um bloco, resultando em maior escalabilidade.

Outras propostas incluem soluções que transferem certos processamentos para redes fora da cadeia; por exemplo, redes de estado off-chain.

Com base nas soluções mencionadas acima, geralmente, as propostas podem ser divididas em duas categorias: soluções on-chain, que se baseiam na ideia de alterar os protocolos fundamentais nos quais a blockchain opera, e soluções off-chain, que utilizam recursos de rede fora da cadeia para melhorar a blockchain.

Embora existam muitas soluções para o problema de escalabilidade atualmente, e a situação não seja tão ruim quanto na primeira década após a introdução do Bitcoin, observe que a escalabilidade não é fácil de alcançar. Alguns compromissos precisam ser feitos para que uma solução de escalabilidade funcione. Foi conjecturado que os três objetivos das blockchains – descentralização, escalabilidade e segurança – não podem ser alcançados simultaneamente – o chamado trilema da blockchain.

**Trilema da blockchain**  
Com base no problema apresentado por Vitalik Buterin, um dos cofundadores do Ethereum, entende-se que apenas duas das três principais propriedades centrais de uma blockchain podem ser utilizadas ao mesmo tempo. Essas três propriedades centrais são as seguintes:

* **Descentralização** – Isso significa que o sistema opera para participantes com acesso apenas a recursos normais, por exemplo, um computador básico com hardware comum. Em outras palavras, nenhum hardware especializado é necessário para participar da rede, um requisito que poderia favorecer aqueles com mais recursos.
* **Escalabilidade** – Isso significa que o sistema geral é capaz de processar um número maior de transações do que o número de transações que um participante individual pode processar. Em termos mais simples, o sistema é capaz de realizar um alto número de transações.
* **Segurança (ou consistência)** – Isso significa que o sistema é seguro contra adversários mesmo com altos níveis de recursos (embora não ilimitados).

O trilema significa que os três objetivos principais de uma blockchain escalável – segurança, escalabilidade e descentralização – não podem ser plenamente alcançados; é preciso sacrificar pelo menos um deles para atingir os outros dois. Em outras palavras, o trilema da blockchain afirma que uma arquitetura simples de blockchain só pode alcançar duas das três propriedades, por exemplo, se você precisa de uma blockchain segura e descentralizada, será necessário sacrificar a escalabilidade. Da mesma forma, se você deseja alcançar escalabilidade e segurança, então a descentralização deve ser sacrificada.

Isso é conhecido como o trilema da blockchain e é visto como um problema fundamental que precisa ser resolvido antes que a adoção global do Ethereum e de outras blockchains possa ser alcançada.

<IMAGEM> Figura 17.1: Trilema da blockchain
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Blockchains monolíticas tradicionais como o Bitcoin realizam todas as operações da blockchain, incluindo disponibilidade de dados, consenso, liquidação e execução, on-chain. A disponibilidade de dados garante que os dados do cabeçalho do bloco estejam publicamente disponíveis, de modo que qualquer pessoa possa recriar o estado para fins de verificação. O consenso, como vimos no Capítulo 5, Algoritmos de Consenso, garante a consistência da cadeia ao obter um acordo entre os participantes sobre a inclusão e ordenação das transações. Liquidação significa a finalização das transações on-chain. Por fim, temos a execução, que significa a execução (cálculo) de uma transação para transicionar do estado atual para o novo estado.

Há três gargalos que afetam negativamente o desempenho da blockchain: execução, verificação e comunicação. Por design, em blockchains monolíticas, todo participante precisa aceitar, processar, encaminhar e executar cada transação, o que torna a rede fundamentalmente lenta.

Pesquisas intensivas estão em andamento e avanços significativos foram feitos nesse sentido na comunidade de pesquisa em blockchain. Com soluções como camada 2, redes multichain e melhorias na camada 1, o problema de escalabilidade foi abordado até certo ponto, embora ainda haja alguns compromissos a serem feitos. Mesmo com todos os avanços mencionados, o escalonamento da blockchain não é simples. Não há uma solução única que sirva para todos os casos devido às diferentes exigências e casos de uso. No futuro, é provável que várias soluções de escalabilidade coexistam. Soluções múltiplas também levam a arquiteturas heterogêneas distintas, o que torna a adoção por desenvolvedores um pouco desafiadora. Além disso, embora um bom progresso esteja sendo feito, o ecossistema da camada 2 passa por evolução constante, o que torna difícil adotar uma única solução de longo prazo.

Uma coisa importante a entender é que, devido ao trilema da blockchain, quando alto desempenho e eficiência são alcançados, ou a segurança ou a descentralização deve ser parcialmente sacrificada. Todas as três propriedades não podem ser alcançadas ao mesmo tempo.

No entanto, isso é um tanto debatível, já que os proponentes da escalabilidade na camada 1, como a Solana, acreditam que todas as três propriedades podem ser alcançadas, e a Solana em particular afirma ter demonstrado isso com a blockchain Solana. Contudo, há alguma preocupação de que essa solução não seja tão descentralizada quanto redes de Prova de Trabalho, pois o número de validadores na primeira não é suficiente para permitir uma descentralização total. Em termos gerais, desde que mais de 50% da rede de validadores esteja sob o controle de uma maioria honesta, espera-se que a rede continue segura.

Observe que, para alcançar desempenho e velocidade, pode ser aceitável abrir mão de algum nível de descentralização como um compromisso, mas isso não deve ser tanto a ponto de comprometer a segurança e, consequentemente, resultar em censura de transações.

Há muitas pesquisas nessa área, e o objetivo é abordar esse trilema e encontrar o equilíbrio correto entre todas as três propriedades em vez de fazer concessões e escolher apenas duas das três. Nesse sentido, o Algorand propôs uma solução chave que afirma ter resolvido o trilema da blockchain sem sacrificar nenhum dos três objetivos. O truque é permitir a seleção aleatória de validadores para escolher o próximo conjunto de nós para adicionar blocos. O algoritmo pode escolher qualquer um aleatoriamente para se tornar o próximo validador que adicionará o bloco, sem abrir mão da descentralização. O algoritmo alcança escalabilidade selecionando aleatoriamente um pequeno conjunto de representantes (comitê) que executam o protocolo em vez de usar todos os nós. Esse pequeno conjunto de proponentes e verificadores de blocos permite que os usuários recebam apenas um número pequeno e fixo de mensagens para alcançar consenso sobre o próximo bloco, alcançando assim velocidade e escalabilidade. Isso é chamado de algoritmo de prova de participação pura.

Com o advento de protocolos de camada 2, aprimoramentos inovadores na camada 1, mecanismos de consenso mais rápidos e outras técnicas como sharding e paralelização, uma combinação razoavelmente equilibrada de todas as três propriedades de descentralização, escalabilidade e segurança (consistência) pode ser alcançada.

Agora, discutiremos alguns métodos para melhorar a escalabilidade.

**Métodos para melhorar a escalabilidade**  
Como essa é uma área muito ativa de pesquisa, ao longo dos anos muitas técnicas e propostas foram feitas para abordar o problema de escalabilidade das blockchains. Nesta seção, introduziremos muitas dessas técnicas.

Discutimos o coeficiente de Nakamoto no Capítulo 2, Descentralização, sobre descentralização.  
Acontece que cadeias como a Solana têm um bom coeficiente de Nakamoto (cerca de 31), mas talvez não o suficiente para impedir ataques de formação de cartel. Outras cadeias como a Polygon têm um coeficiente de Nakamoto ainda menor (cerca de 4), o que não é adequado. Aqui, abre-se mão de muita descentralização em favor da eficiência (velocidade), o que não é o ideal. A Solana parece ser uma escolha melhor, com um coeficiente de Nakamoto de 31. Essas estatísticas são acompanhadas online em <https://nakaflow.io>.

O Algorand é um desenvolvimento muito importante e, de fato, refutou o trilema da blockchain.  
Com o Algorand, é possível alcançar todas as três propriedades, ou seja, escalabilidade, descentralização e segurança. Iremos introduzir o Algorand no Capítulo 23, Blockchains Alternativos.

**Podemos dividir abordagens para resolver o problema de escalabilidade em quatro categorias principais com base na camada na pilha de blockchain em que operam.**

Descrevemos essas categorias aqui:

* **Métodos de Camada 0** (também chamados de métodos multichain, blockchains modulares ou arquitetura polilítica de blockchain) envolvem um ecossistema multichain, permitindo a interoperabilidade entre cadeias e permitindo que desenvolvedores criem cadeias personalizadas.
* **Métodos de Camada 1** também são chamados de métodos on-chain, onde a blockchain e o próprio protocolo de rede são aprimorados para melhorar a escalabilidade. Esta camada representa a blockchain e a rede.
* **Métodos de Camada 2**, ou métodos off-chain, são aqueles em que mecanismos que não fazem parte da blockchain e existem fora da blockchain principal são usados para melhorar a escalabilidade da blockchain.
* **Métodos de Camada 3** (também chamados de escalonamento multilayer ou hiperescalonamento) são baseados na observação fundamental de que se a camada 2, usando rollups, pode comprimir dados até n vezes, então poderia ser possível adicionar outra camada por cima e alcançar compressão de dados múltiplas (até n × n) vezes. Note que há algumas outras visões sobre o que vem além da camada 2, como propostas feitas pela StarkWare – o chamado escalonamento fractal, que introduz camadas 3 específicas para aplicações que são construídas recursivamente sobre a camada 2.

A escalabilidade tem duas facetas. Uma é o aumento da velocidade de processamento das transações para alcançar melhor número de transações por segundo (TPS), e a outra é o aumento do número de nós na rede. Ambas são desejáveis em muitas situações; no entanto, a velocidade de transação é mais procurada em redes públicas, já que a escalabilidade de nós não é um problema em redes públicas de blockchain. Isso é evidente em redes de blockchain como Ethereum e Bitcoin, onde milhares de nós operam na rede, mas a taxa de transferência de transações é aproximadamente de 7 e 15 TPS, respectivamente.

**Camada 0 – soluções multichain**  
Descreveremos algumas das soluções de camada 0, ou camada de rede, nas seções a seguir.

As soluções de camada 0 surgiram por causa das arquiteturas multichain (às vezes chamadas de “blockchain de blockchains”) onde uma cadeia central atua como um relé entre múltiplas sidechains. Alguns exemplos principais de cadeias de camada 0 são Polkadot, Avalanche e Cosmos.

Uma breve introdução ao Polkadot é dada abaixo.

**Polkadot**  
Polkadot é um protocolo moderno de blockchain que conecta uma rede de blockchains criadas para propósitos específicos e permite que elas operem juntas. É um ecossistema multichain heterogêneo com consenso compartilhado e estado compartilhado.

O Polkadot tem uma cadeia principal central chamada de **Relay Chain** (Cadeia de Revezamento). Esta Relay Chain gerencia as parachains – os fragmentos heterogêneos conectados à Relay Chain. A Relay Chain mantém os estados de todas as parachains. Todas essas parachains podem se comunicar e compartilhar segurança, levando a um ecossistema melhor e mais robusto.

<IMAGEM> Figura 17.2: Uma representação da rede Polkadot

Como as parachains são heterogêneas, elas podem servir a diferentes propósitos. Por exemplo, uma cadeia pode ser especificamente para contratos inteligentes, outra para jogos, outra para fornecer algum serviço público, e assim por diante. A Relay Chain é protegida por prova de participação nomeada (nominated proof of stake).

Essa arquitetura baseada em sharding com Relay Chain e parachains, com muitas blockchains rodando em paralelo, é como o Polkadot alcança escalabilidade. O sharding permite que muitos cálculos sejam executados em paralelo. O Polkadot também pode se conectar com cadeias privadas, outras cadeias públicas, cadeias de consórcio e oráculos, o que permite interoperabilidade e resulta em maior escalabilidade da rede, melhora do “efeito de rede” e rendimento geral.

Os validadores da Relay Chain produzem blocos, comunicam-se com as parachains e finalizam blocos. A governança on-chain por meio de esquemas de votação baseados em participação decide qual deve ser o número ideal de validadores.

Existem vários componentes no Polkadot. A Relay Chain é a cadeia principal responsável por gerenciar as parachains, interoperabilidade entre cadeias, mensagens intercadeias, consenso e segurança.

Como mostrado na Figura 17.2, a rede consiste em nós e funções. Os nós podem ser clientes leves, nós completos, nós de arquivamento ou nós sentinela. Clientes leves consistem apenas do tempo de execução e do estado. Nós completos são aparados em intervalos configuráveis. Nós de arquivamento mantêm todo o histórico dos blocos, e nós sentinela protegem os validadores e impedem ataques DDoS para fornecer segurança à Relay Chain.

Existem várias funções que os nós podem desempenhar: validador, nomeador, colator e pescador.  
Os **validadores** são o nível mais alto responsável pelo sistema. Eles são os produtores de blocos e, para se tornarem produtores de blocos, precisam fornecer um depósito de caução suficiente. Eles produzem e finalizam blocos e se comunicam com as parachains.  
Os **nomeadores** são participantes com tokens e contribuem com o depósito de segurança dos validadores. Eles confiam que os validadores serão “bons” e produzirão blocos.  
Os **colators** são responsáveis pela execução de transações. Eles criam blocos válidos, mas ainda não selados, para os validadores.  
Os **pescadores** são nós utilizados para detectar comportamentos maliciosos. Pescadores são recompensados por fornecer prova do mau comportamento dos participantes.

As **parachains** são blockchains heterogêneas conectadas à Relay Chain. Estas são fundamentalmente o núcleo de execução do Polkadot. Parachains podem existir com seus próprios tempos de execução, chamados de blockchains específicas de aplicação. Outro componente chamado de **parathread** é uma blockchain que funciona dentro do host do Polkadot e se conecta à Relay Chain. Elas podem ser vistas como cadeias pague-conforme-o-uso. Uma parathread pode se tornar uma parachain por meio de um mecanismo de leilão. **Pontes** são usadas para conectar parachains com redes externas de blockchain como o Bitcoin e o Ethereum.

**Em seguida, passemos a algumas soluções centrais on-chain, ou soluções de camada 1.**

**Camada 1 – soluções de escalabilidade on-chain**  
Nesta seção, descreveremos soluções de camada 1 (nível de rede; on-chain), que visam elementos centrais da blockchain como blocos, transações e outras estruturas de dados on-chain para abordar o problema de escalabilidade.

**Kadcast**  
Este é um novo protocolo que permite a propagação rápida, eficiente e segura de blocos para a rede da blockchain do Bitcoin.

**bloXroute**  
Outra solução de camada de rede é o bloXroute, que visa resolver problemas de escalabilidade ao criar uma rede de distribuição blockchain sem necessidade de confiança.

Outra opção que foi proposta para melhorar a escalabilidade é a **paralelização de transações**, que introduziremos a seguir.

Mais informações estão disponíveis no artigo:  
Rohrer, E. e Tschorsch, F., 2019, outubro. Kadcast: Uma abordagem estruturada para broadcast em redes blockchain. Nos Anais da 1ª Conferência ACM sobre Avanços em Tecnologias Financeiras (pp. 199-213).  
<https://dl.acm.org/doi/pdf/10.1145/3318041.3355469>

Mais informações sobre o bloXroute estão disponíveis em <https://bloxroute.com> e no seguinte whitepaper:  
<https://bloxroute.com/wp-content/uploads/2019/11/bloXrouteWhitepaper.pdf>

**Paralelização de transações**  
Normalmente, nos projetos de blockchain, as transações são executadas de forma sequencial. Por exemplo, no Ethereum, toda a execução de transações é sequencial, o que permite que seja segura e consistente. Isso também levanta a questão: se, de alguma forma, as execuções de transações puderem ser feitas em paralelo sem comprometer a consistência e a segurança da blockchain, isso resultaria em um desempenho muito melhor.

Algumas sugestões já foram feitas para o Ethereum, por exemplo:

* **Paralelização fácil**, que introduz um novo tipo de transação:  
  <https://github.com/ethereum/EIPs/issues/648>
* **Paralelização de transações no Ethereum**, que propõe um mecanismo para permitir execução paralela de transações no Ethereum. O artigo está disponível aqui:  
  <https://arxiv.org/pdf/1901.09942.pdf>

Transações paralelas são suportadas em várias plataformas de blockchain, incluindo o Hyperledger Sawtooth e o Solana. O Solana permite execução paralela de contratos inteligentes usando um runtime chamado **Sealevel**.

**Aumento no tamanho do bloco**  
Essa é a proposta mais debatida para aumentar o desempenho da blockchain (capacidade de processamento de transações). Atualmente, o Bitcoin pode processar apenas cerca de três a sete transações por segundo, o que é um fator limitante importante na adaptação do Bitcoin para processar microtransações. O tamanho do bloco no Bitcoin é codificado rigidamente como 1 MB, mas se o tamanho do bloco for aumentado, ele poderá conter mais transações e resultar em tempos de confirmação mais rápidos. Existem várias Propostas de Melhoria do Bitcoin (BIPs) feitas em favor do aumento do tamanho de bloco. Essas incluem: BIP 100, BIP 101, BIP 102, BIP 103 e BIP 109.

No Ethereum, o tamanho do bloco não é limitado por codificação rígida; em vez disso, é controlado por um limite de gás (gas limit). Em teoria, não há limite no tamanho de um bloco no Ethereum porque depende da quantidade de gás, que pode aumentar ao longo do tempo. Isso é possível porque os mineradores podem aumentar o limite de gás para os blocos subsequentes se o limite tiver sido atingido no bloco anterior. O **Segregated Witness do Bitcoin (SegWit)** abordou essa questão ao separar os dados de assinatura dos dados da transação, o que resultou em mais espaço para transações. Outras propostas para o Bitcoin incluem o **Bitcoin Unlimited**, **Bitcoin XT** e **Bitcoin Cash**. Você pode consultar o Capítulo 6, Arquitetura do Bitcoin, para mais detalhes.

Um relato interessante com referências históricas e discussão está disponível em:  
<https://en.bitcoin.it/wiki/Block_size_limit_controversy>

Para mais informações sobre propostas do Bitcoin, consulte os seguintes endereços:

* <https://www.bitcoinunlimited.info>
* <https://www.bitcoincash.org>

**Redução do intervalo de blocos**  
Esta é outra proposta que trata da redução do tempo entre cada geração de bloco. O tempo entre os blocos pode ser diminuído para alcançar finalização mais rápida dos blocos, mas pode resultar em menor segurança devido ao aumento no número de forks. O Ethereum alcançou um tempo de bloco de aproximadamente 14 segundos.

Isso é uma melhora significativa em relação à blockchain do Bitcoin, que leva 10 minutos para gerar um novo bloco. No Ethereum, o problema de muitos blocos órfãos resultantes de tempos menores entre os blocos é mitigado pelo uso do protocolo **GHOST (Greedy Heaviest Observed Subtree)**, pelo qual blocos órfãos ou obsoletos (também chamados de “tios” na cadeia Ethereum) também são incluídos na determinação da cadeia válida. Uma vez que o Ethereum migre para Proof of Stake (PoS), isso se tornará irrelevante, pois não será necessário mineração e será possível obter quase imediata finalização das transações.

**Tabelas de Pesquisa Bloom Invertíveis (IBLTs)**  
Essa é outra abordagem que foi proposta para reduzir a quantidade de dados que precisa ser transferida entre os nós do Bitcoin. As **IBLTs** foram originalmente propostas por Gavin Andresen, e o principal atrativo dessa abordagem é que ela não resulta em um hard fork do Bitcoin se implementada. A ideia principal baseia-se no fato de que não há necessidade de transferir todas as transações entre os nós; em vez disso, apenas aquelas que ainda não estão disponíveis no pool de transações do nó em sincronização são transferidas. Isso permite uma sincronização mais rápida do pool de transações entre os nós, aumentando assim a escalabilidade e a velocidade geral da rede Bitcoin.

**Sharding**  
Sharding não é uma técnica nova e tem sido usada há muito tempo em bancos de dados distribuídos como MongoDB e MySQL para escalabilidade. A ideia principal por trás do sharding é dividir as tarefas em vários pedaços que são então processados por múltiplos nós. Isso resulta em maior rendimento e menor necessidade de armazenamento. Em blockchains, um esquema semelhante é empregado, pelo qual o estado da rede é particionado em vários shards. O estado geralmente inclui saldos, código, nonce e armazenamento. Shards são partições fracamente acopladas de uma blockchain que operam na mesma rede. Há alguns desafios relacionados à comunicação entre shards e ao consenso sobre o histórico de cada shard. Esta é uma área de pesquisa ativa e tem sido extensivamente estudada no contexto de escalonamento do Ethereum.

**Blockchains privadas**  
A maioria das blockchains privadas é inerentemente mais rápida porque não é necessária descentralização real e os participantes da rede não precisam minerar usando PoW; em vez disso, eles podem apenas validar transações. Isso pode ser considerado como uma solução alternativa para o problema de escalabilidade em blockchains públicas; no entanto, não é a solução para o problema de escalabilidade. Também deve-se observar que blockchains privadas são adequadas apenas em áreas e configurações específicas, como ambientes corporativos, onde todos os participantes são conhecidos.

**Propagação de blocos**  
Além da proposta anterior, também foi sugerido o **pipeline** da propagação de blocos, que é baseado na ideia de antecipar a disponibilidade de um bloco. Nesse esquema, a disponibilidade de um bloco já é anunciada sem aguardar sua real disponibilidade, reduzindo assim o tempo de ida e volta entre os nós.

Finalmente, o problema das longas distâncias entre o originador da transação e os nós também contribui para a lentidão da propagação de blocos. Foi demonstrado em uma pesquisa conduzida por Christian Decker et al. que aumentos na conectividade podem reduzir o atraso na propagação de blocos e transações. Isso é possível porque, se em qualquer momento um nó do Bitcoin estiver conectado a muitos outros nós, ele pode acelerar a propagação de informações na rede.

Uma solução elegante para os problemas de escalabilidade será muito provavelmente uma combinação de algumas ou todas as abordagens gerais mencionadas anteriormente. Algumas iniciativas realizadas para enfrentar os problemas de escalabilidade e segurança em blockchains já estão quase prontas para implementação ou já foram implementadas. Por exemplo, o **SegWit do Bitcoin** é uma proposta que pode ajudar imensamente com escalabilidade e requer apenas um soft fork para ser implementado. A ideia chave por trás do chamado SegWit é separar os dados de assinatura das transações, o que resolve o problema de maleabilidade das transações e permite o aumento do tamanho do bloco, resultando assim em maior taxa de transferência.

**Bitcoin-NG**  
Outra proposta, o **Bitcoin-NG**, baseada na ideia de microblocos e eleição de líder, tem ganhado alguma atenção recentemente. A ideia central é dividir os blocos em dois tipos, a saber: blocos de líder (também chamados de blocos-chave) e microblocos:

* **Blocos de líder**: são responsáveis pela Prova de Trabalho, enquanto os microblocos contêm as transações reais.
* **Microblocos**: não exigem PoW e são gerados pelo líder eleito a cada ciclo de geração de blocos. Esse ciclo é iniciado por um bloco de líder. A única exigência é assinar os microblocos com a chave privada do líder eleito. Os microblocos podem ser gerados em altíssima velocidade pelo líder eleito (minerador), resultando assim em desempenho e velocidade de transação aumentados.

Por outro lado, o **Ethereum 2.0 Mauve Paper**, escrito por Vitalik Buterin e apresentado na Devcon2 do Ethereum em Xangai, descreve uma visão diferente de uma blockchain escalável.

Essa proposta é baseada em uma combinação de sharding e uma implementação do algoritmo de consenso de Prova de Participação (PoS). O artigo definiu certos objetivos, como obter eficiência via PoS, minimizar o tempo de bloco e garantir finalização econômica, escalabilidade, comunicação entre shards e resistência à censura. Parte da visão apresentada no Mauve Paper foi implementada no Ethereum como o upgrade conhecido como “The Merge”. Discutimos o The Merge e o futuro do Ethereum no Capítulo 13, *The Merge and Beyond*.

**Cadeias baseadas em DAG**  
**DAG** significa *Directed Acyclic Graph* (Grafo Acíclico Dirigido). É visto como uma alternativa à tecnologia de blockchain baseada em cadeia linear. Uma blockchain é fundamentalmente uma lista encadeada, enquanto um DAG é um grafo acíclico onde os links entre os nós têm apenas uma direção. Em outras palavras, blockchains baseadas em DAG não se parecem com uma cadeia linear, mas sim com um grafo que se assemelha a uma árvore. Um DAG consiste em vértices e arestas.

*Dirigido* significa que o grafo se move apenas em uma direção e *acíclico* significa que não há possibilidade de retornar a um nó anterior a partir do nó atual.

A estrutura do DAG permite a criação e confirmação paralela de transações e blocos, alcançando assim alta taxa de transferência de transações. A ideia principal por trás das cadeias baseadas em DAG é que, como sabemos, em blockchains normais, há uma sequência linear de blocos um após o outro e, no caso de forks, apenas um fork sobrevive devido à regra de seleção de forks (por exemplo, a cadeia mais longa), enquanto os demais forks são ignorados (descartados). Isso significa que os blocos/transações podem ser gerados de forma limitada, um após o outro. Agora, se de alguma forma, formos capazes de manter esses forks sem comprometer a segurança, então isso significa que podemos produzir mais blocos e muito mais rapidamente, até mesmo quase em paralelo. Então, em vez de ter apenas um filho e um pai numa sequência linear de blocos, nos DAGs há blocos com múltiplos filhos e múltiplos pais, melhorando assim a velocidade de produção de blocos/transações.

Existem dois tipos de livros-razão distribuídos baseados em DAG:

* **DAGs sem blocos** (*Block-less DAGs*): aqui, os vértices são transações, e não existem blocos. Exemplos desse tipo de cadeia são **IOTA** (<https://www.iota.org>) e **Obyte** (<https://obyte.org>).
* **DAGs baseados em blocos** (*Block-based DAGs*): aqui, os vértices são blocos e os blocos podem se referir a diversos blocos predecessores. Exemplos desse tipo de cadeia são os protocolos **FANTOM**, **Ghost** e **Spectre**. Veja mais em: <https://eprint.iacr.org/2018/104.pdf>

**Mecanismos de consenso mais rápidos**  
Tradicionalmente, blockchains são baseadas em algoritmos de PoW ou PoS, que são inerentemente lentos em termos de desempenho. O PoW, especialmente, pode processar apenas algumas transações por segundo. Se um mecanismo de consenso diferente como **Raft** ou **PBFT** for usado, então a velocidade de processamento pode aumentar significativamente. Examinamos esses conceitos em maior detalhe no Capítulo 5, *Algoritmos de Consenso*.

Blockchains baseadas em algoritmo de PoS são fundamentalmente mais rápidas porque algoritmos PoS não exigem a conclusão de cálculos demorados e que consomem energia, como ocorre com o PoW.

Até agora, discutimos soluções de camada 0 (multichain) e camada 1 (on-chain) para o problema de escalabilidade.  
Na próxima seção, introduziremos uma abordagem mais popular que visa resolver o problema de escalabilidade usando componentes **off-chain** ou **de camada 2**.

**Camada 2 – soluções off-chain**

As soluções de camada 2 são baseadas na ideia de que, em vez de modificar a cadeia principal para alcançar escalabilidade, o objetivo deve ser transferir parte do processamento para mecanismos mais rápidos fora da cadeia subjacente principal, realizar o processamento ali e depois escrever o resultado de volta na cadeia principal como uma garantia de integridade. Diversas técnicas desse tipo são descritas aqui.

**Camada 2**  
Camada 2 é o nome dado às tecnologias que ajudam a escalar o Ethereum usando técnicas off-chain.  
Blockchains como Bitcoin e Ethereum atualmente podem realizar até 7 e 15 transações por segundo, respectivamente. Isso é muito mais lento do que métodos centralizados tradicionais de pagamento, como a Visa, que pode processar 100.000 transações por segundo.

A menos que a taxa de transferência de transações da blockchain possa ser significativamente melhorada, ela não pode ser usada para negócios cotidianos. Muitas pesquisas foram feitas nesse sentido. Existem duas maneiras de resolver esse problema: melhorando a camada base (ou seja, camada 1) ou transferindo parte do trabalho para outra camada (um sistema off-chain).

Observe que existem algumas cadeias complexas de camada 1 que estão tentando alcançar todas as três propriedades ao mesmo tempo com resultados aparentemente bons, por exemplo, a Solana. No entanto, existem alguns obstáculos no caminho, e só o tempo dirá se ela terá sucesso – até agora, parece promissora.  
Então, se não podemos escalar a camada 1, há alguma outra opção? Sim – transferimos o trabalho para outro sistema off-chain, chamado camada 2.

As soluções de camada 2 são ferramentas, mecanismos e protocolos off-chain que permitem que a camada 1 escale sem exigir nenhuma mudança na própria camada 1. Algumas mudanças podem ser feitas na camada 1 para torná-la mais amigável à camada 2, no entanto, nenhuma mudança é necessária. De certa forma, a camada 2 complementa a camada 1 e resulta em um sistema de blockchain mais escalável.  
O estado da camada 2 pode ser verificado pela camada 1 por meio de **provas de validade** ou **provas de fraude**. Esse mecanismo é o mais importante, pois garante que os validadores da L2 não possam trapacear e incluir transações inválidas em um bloco da L2, por exemplo, criar moedas do nada ou roubar suas moedas. O segundo uso da L1 é como uma **camada de disponibilidade de dados** (validação de estado) para transações da L2, de modo que, em caso de disputa, os usuários possam recriar de forma independente o estado da L2 e garantir a validade dos dados e a operação contínua do sistema, ou sair de forma segura (sem confiança) para a L1.  
As principais vantagens da camada 2 incluem taxas mais baixas, aproveitamento da segurança da L1 enquanto permite a execução mais rápida de transações e a possibilidade de mais casos de uso do que na L1. As soluções de camada 2 buscam alcançar garantias de segurança e descentralização semelhantes às da cadeia de camada 1 herdando essas garantias de segurança da camada 1.

**Canais de estado**  
Também chamados de canais de pagamento, os canais de estado são outra proposta para acelerar as transações em uma rede de blockchain. A ideia básica é usar canais laterais para atualização de estado e processamento de transações fora da cadeia principal; uma vez que o estado esteja finalizado, ele é escrito de volta na cadeia principal, aliviando assim a carga das operações demoradas da blockchain principal.

Os canais de estado funcionam executando as seguintes três etapas:

1. Primeiro, uma parte do estado da blockchain é bloqueada sob um contrato inteligente, garantindo o acordo e a lógica de negócios entre os participantes.
2. Agora, começa o processamento de transações off-chain e a interação entre os participantes que atualizam o estado (apenas entre si, por enquanto). Nesta etapa, praticamente qualquer número de transações pode ser realizado sem exigir a blockchain. É isso que torna o processo tão rápido e, argumentavelmente, o melhor candidato para resolver problemas de escalabilidade da blockchain. Pode-se argumentar que isso não é uma solução real on-blockchain como, por exemplo, o sharding, mas o resultado final é uma rede mais rápida, leve e robusta, que pode ser muito útil em redes de micropagamentos, redes de IoT e muitas outras aplicações.
3. Quando o estado final é alcançado, o canal de estado é encerrado e o estado final é escrito de volta na blockchain principal. Neste estágio, a parte bloqueada da blockchain também é desbloqueada.

<IMAGEM> Figura 17.3: Canais de estado

Essa técnica foi usada na **Lightning Network do Bitcoin** e na **Raiden do Ethereum**.  
A principal diferença entre Lightning e Raiden é que Lightning funciona apenas para transações de Bitcoin, enquanto Raiden suporta todos os tokens compatíveis com ERC20, tornando a rede Raiden uma opção mais flexível.

**Sidechains**

As sidechains podem melhorar a escalabilidade indiretamente permitindo que muitas sidechains operem juntamente com a blockchain principal, enquanto permitem o uso de sidechains comparativamente menos seguras e mais rápidas para realizar transações, mas que ainda estão conectadas à blockchain principal. A ideia central das sidechains é chamada de **dois-vias peg** (*two-way peg*), que permite a transferência de moedas de uma cadeia principal para uma sidechain e vice-versa.

**Sub-chains**

Esta é uma técnica relativamente nova proposta recentemente por **Peter R. Rizun** e é baseada na ideia de blocos fracos, que são criados em camadas até que um bloco forte seja encontrado.

Blocos fracos podem ser definidos como aqueles blocos que não conseguiram ser minerados cumprindo o critério de dificuldade padrão da rede, mas realizaram trabalho suficiente para atender a outro alvo de dificuldade, mais fraco. Os mineradores podem construir sub-chains empilhando blocos fracos uns sobre os outros até que um bloco que satisfaça o alvo de dificuldade padrão seja encontrado.

O artigo de pesquisa sobre sub-chains de Rizun está disponível em:  
<https://ledger.pitt.edu/ojs/ledger/article/view/40/55>  
Rizun, P. R. (2016). Subchains: A Technique to Scale Bitcoin and Improve the User Experience. *Ledger*, 1, 38-52.

Neste ponto, a sub-chain é encerrada e torna-se o bloco forte. As vantagens dessa abordagem incluem o tempo de espera reduzido para a primeira verificação de uma transação. Essa técnica também reduz a chance de blocos órfãos e acelera o processamento das transações. Essa também é uma forma indireta de abordar o problema da escalabilidade. Sub-chains não exigem soft fork nem hard fork para serem implementadas, mas exigem aceitação da comunidade.

**Tree chains**

Também há outras propostas para aumentar a escalabilidade do Bitcoin, como as **tree chains**, que alteram a estrutura da blockchain de um modelo sequencial linear para uma árvore. Essa árvore é basicamente uma árvore binária que descende da cadeia principal do Bitcoin. Essa abordagem é semelhante à implementação de sidechains, eliminando a necessidade de mudanças significativas no protocolo ou aumento no tamanho do bloco. Ela permite maior taxa de transferência de transações. Nesse esquema, as próprias blockchains são fragmentadas e distribuídas pela rede para alcançar escalabilidade.

Além disso, a mineração não é necessária para validar os blocos nas tree chains; em vez disso, os usuários podem verificar independentemente o cabeçalho do bloco. No entanto, essa ideia ainda não está pronta para produção e mais pesquisas são necessárias para torná-la prática.

Além das técnicas gerais mencionadas anteriormente, algumas melhorias específicas do Bitcoin também foram propostas por **Christian Decker** em seu livro *On the Scalability and Security of Bitcoin*. Essa proposta é baseada na ideia de acelerar o tempo de propagação, já que o mecanismo atual de propagação da informação resulta em forks na blockchain. Essas técnicas incluem **minimização da verificação**, **pipeline de propagação de blocos** e **aumento de conectividade**. Essas mudanças não exigem alterações fundamentais no protocolo; em vez disso, podem ser implementadas de forma independente no software do nó do Bitcoin.

Em relação à **minimização da verificação**, observou-se que o processo de verificação de blocos contribui para o atraso de propagação. O motivo por trás disso é que um nó leva muito tempo para verificar a exclusividade do bloco e das transações dentro do bloco. Foi sugerido que um nó pode enviar a mensagem de inventário assim que as verificações iniciais de PoW e de validação do bloco forem concluídas. Dessa forma, a propagação pode ser melhorada realizando apenas a primeira verificação de dificuldade e não aguardando a finalização da verificação das transações.

**Plasma**

Outra proposta de escalabilidade é o **Plasma**, que foi proposta por **Joseph Poon** e **Vitalik Buterin**. Essa proposta descreve a ideia de executar contratos inteligentes na blockchain raiz (mainnet do Ethereum) e ter blockchains-filhas que realizam um grande número de transações para depois enviar pequenas quantidades de compromissos de volta para a cadeia-mãe. Nesse esquema, as blockchains são organizadas em uma hierarquia em árvore, com mineração sendo feita apenas na blockchain raiz (principal), que transmite as provas de segurança para as cadeias-filhas. Isso também é um sistema de camada 2, pois, como os canais de estado, o Plasma também opera off-chain.

A ideia original foi proposta no seguinte artigo de pesquisa:  
<https://eprint.iacr.org/2016/545.pdf>

**Plasma vs sidechains**

As **Plasma chains** são quase como sidechains, no entanto, elas sacrificam alguma funcionalidade para obter segurança adicional. As chains Plasma podem ser vistas como sidechains não-custodiais.

Uma sidechain é uma cadeia alternativa à cadeia principal (*parent chain*), enquanto o Plasma é uma estrutura para cadeias-filhas (*child chains*). As sidechains operam como uma blockchain separada em paralelo com uma blockchain de camada 1 como o Ethereum. Essas duas cadeias podem se comunicar entre si para que ativos possam ser movimentados entre elas. Sidechains também possuem um mecanismo de consenso. As chains Plasma possuem um mecanismo de consenso usado para produzir blocos, porém, diferentemente das sidechains, a **raiz Merkle** de cada bloco da chain Plasma é submetida ao Ethereum. As raízes Merkle dos blocos são usadas para provar a correção dos blocos.

**Escalabilidade assistida por hardware confiável**

Essa técnica é baseada na ideia de que cálculos complexos e pesados podem ser transferidos para recursos fora da cadeia (*off-chain*) de maneira verificavelmente segura. Uma vez que os cálculos são concluídos, os resultados verificados são enviados de volta à blockchain. Um exemplo de tal solução é o **Truebit**:  
<https://truebit.io/>

**Commit chains**

Commit chains são um termo mais genérico para a proposta Plasma de Vitalik Buterin. Elas também são chamadas de sidechains não-custodiais, mas sem um novo mecanismo de consenso, como é o caso das sidechains. Elas dependem do mecanismo de consenso da cadeia principal, por isso podem ser consideradas tão seguras quanto a cadeia principal.  
O operador da commit chain é responsável por facilitar a comunicação entre os participantes da transação e enviar atualizações regulares para a cadeia principal.

**Rollups**

Nas soluções de **rollup**, as transações são submetidas diretamente à camada 2 em vez da camada 1. As transações submetidas são agrupadas em lotes (*batches*) e eventualmente enviadas para a camada 1. As L2s são blockchains independentes com nós compatíveis com o Ethereum. Todos os estados e execuções são processados na camada 2, incluindo verificação de assinaturas e execução de contratos. A L1 apenas armazena os dados da transação, resultando assim no ganho de desempenho.

Em outras palavras, os rollups fornecem um ambiente de execução fora da camada 1, isto é, camada 2, o que resulta em execução mais rápida devido à ausência das limitações da L1. Quando a execução é concluída, a prova e o resumo dos dados são enviados para a camada 1, onde o consenso é alcançado. Portanto, a camada 1 é geralmente chamada de **camada de liquidação** (*settlement layer*).

O artigo de pesquisa sobre contratos Plasma está disponível em:  
<http://plasma.io>

Mais informações sobre commit chains estão disponíveis aqui:  
**Khalil, R., Zamyatin, A., Felley, G., Moreno-Sanchez, P. e Gervais, A.**, 2018. *Commit-Chains: Secure, Scalable Off-Chain Payments*. Cryptology ePrint Archive, Report 2018/642.  
<https://eprint.iacr.org/2018/642.pdf>

Essa prova é uma **prova de integridade computacional**, demonstrando que a transição de estado é válida após a execução da transação. Essas provas fornecem evidência da validade das transações no lote, de que a lógica interna da aplicação no rollup foi seguida corretamente e de que a transição de estado ocorreu de forma válida.

Os rollups são agora amplamente utilizados e constituem a principal solução de escalabilidade para blockchains.

Os rollups podem ser divididos em duas categorias com base em seu uso. Primeiro, temos os **rollups específicos de aplicação**, onde uma parte da aplicação com uso intensivo de recursos (cara) — ou seja, a execução — é empacotada em um rollup. Em segundo lugar, temos os **rollups gerais**, que ajudam a escalar redes baseadas em EVM por sua capacidade de gerar provas de validade para qualquer transição de estado na EVM.

A camada 2 pode melhorar a TPS (*transactions per second*) para dezenas de milhares de transações por segundo sem sacrificar a descentralização e a segurança porque sua segurança é herdada da cadeia de camada 1, por exemplo, o Ethereum.

**Validade dos dados**

Validade dos dados refere-se ao requisito de que o estado da camada 2 possa ser verificado pela camada 1 usando provas de validade ou provas de fraude. Esse mecanismo garante que os validadores da camada 2 não possam agir de forma maliciosa, como incluir transações inválidas nos blocos da L2, censurar transações, criar dinheiro do nada ou roubar fundos. De forma coloquial, a validade dos dados garante que "ninguém possa gastar fundos que não pertencem a eles".  
Uma blockchain de camada 2 pode publicar seu estado periodicamente na cadeia de camada 1 escrevendo o hash de sua mais recente **raiz de estado**. Essa raiz de estado é fornecida como uma prova criptográfica de validade usando conhecimento zero (*zero-knowledge*) e verificada na L1 por um contrato inteligente. Outra técnica é o uso de provas de fraude, que são baseadas no paradigma onde observadores honestos monitoram a cadeia da camada 2 e, em caso de submissão incorreta de raiz de estado à camada 1, eles podem acionar um alarme e fornecer a prova de fraude, que resultará no rollback automático da cadeia.

**Disponibilidade dos dados**

A disponibilidade dos dados refere-se ao requisito de que, em caso de disputas sobre uma transação, os usuários devem ser capazes de recriar de forma independente o estado da camada 2 e executar uma saída segura e sem confiança (*trustless exit*) para a camada 1.  
De maneira coloquial, a disponibilidade dos dados garante que "qualquer um possa gastar seus próprios fundos". A disponibilidade dos dados é útil quando os usuários precisam provar para uma cadeia de camada 1 que eles são donos dos fundos que estão tentando sacar ou gastar.

Para que isso aconteça, a camada 1 precisa ter acesso a todas as transações na camada 2 ou ao seu estado mais recente (atual). Uma técnica comum para alcançar isso é registrar as transações da L2 na L1 usando **calldata**.  
Outra técnica é armazenar os registros em uma camada de disponibilidade de dados externa separada, onde o provedor garante a disponibilidade dos dados por meio de mecanismos criptoeconômicos ou criptográficos. Note que publicar dados no Ethereum usando calldata é caro, no entanto, essa é a única técnica prática disponível para publicar dados facilmente na L1 do Ethereum. Qualquer outra técnica poderia ser muito mais cara.  
Outra técnica é armazenar os dados totalmente off-chain, onde outro provedor torna-se o custodiante dos dados.

Uma maneira simples de resolver o problema da disponibilidade dos dados é baixar os dados completos em cada entidade da rede, ou seja, cada nó mantém uma cópia completa dos dados — o que, é claro, não é sustentável devido ao volume de dados envolvido e à sobrecarga de replicação. A outra opção, mais comum e prática, são as **provas de disponibilidade de dados**, que permitem que clientes verifiquem se todos os dados de um bloco foram publicados, fazendo o download apenas de uma pequena parte do bloco.

**Computation e dados** são os dois principais gargalos da blockchain que são resolvidos pelos rollups.  
Rollups comprimem os dados para que apenas uma pequena quantidade de dados seja publicada na camada 1, reduzindo assim o volume de dados. Os rollups usam várias técnicas de compressão de dados, incluindo agregação de assinaturas (uma assinatura por lote em vez de uma por transação).

Execução e cálculo são abordados ao realizar as execuções off-chain e ao submeter provas de fraude ou provas de validade para garantir a validade dos dados.

De modo geral, podemos dizer que os **principais objetivos de segurança dos rollups** são:

* disponibilidade de dados
* integridade da transição de estado
* resistência à censura

A disponibilidade de dados pode ser resumida como a pergunta: “todas as atualizações de estado feitas na base de dados da camada 2 estão publicamente disponíveis?”  
A integridade da transição de estado questiona se todas as atualizações de estado feitas são válidas.  
A resistência à censura pergunta se um usuário é capaz de garantir que, uma vez submetida uma transação, ela será eventualmente executada e não será censurada por um adversário.

**Como os rollups funcionam**

Os rollups operam utilizando um contrato inteligente (isto é, **contrato de rollup**) que existe on-chain. Esse contrato inteligente é responsável por verificar e manter a **raiz de estado** (*state root*). A raiz de estado, ou raiz de lote (*batch root*), é de fato a **raiz Merkle** de todo o estado do rollup, incluindo saldos de contas, código de contratos inteligentes, transações etc.

Uma coleção de transações em formato compactado, geralmente chamada de **lote** (*batch*), pode ser publicada por qualquer pessoa. A raiz de estado anterior e a nova são publicadas junto com o lote. O contrato de rollup on-chain verifica a raiz de estado anterior no lote e a compara com sua raiz de estado atual e, se ambas corresponderem, ele atualiza a raiz de estado para a nova.

O sistema de rollup lida com depósitos, transferências e saques. Podemos visualizar um sistema genérico de rollup na **Figura 17.4**:

<**IMAGEM**>  
**Figura 17.4: Um sistema de rollup**

A ideia central é tão simples quanto descrita, mas o problema-chave é como garantir que os novos estados sejam válidos e corretos. É aí que entram as **provas de fraude** e **provas de validade**.

Se alguém observar que um lote teve uma nova raiz de estado incorreta (*post-state root*), então uma prova de fraude é enviada como evidência à cadeia via contrato de rollup para refutar o lote. O contrato de rollup mantém o histórico completo de raízes de estado e o hash de cada lote de transações. O contrato de rollup verifica a prova de fraude e, se for válida, reverte o lote em questão e todos os lotes subsequentes.

**Provas de validade** são usadas pelos **ZK-rollups**, que são provas criptográficas incluídas com cada lote e que provam que a nova raiz de estado é o resultado correto da execução do lote de transações.

Um lote de transações pode ser submetido por vários tipos de usuários, dependendo da segurança e da arquitetura do sistema. A segurança central do sistema gira em torno da regra de que qualquer pessoa que deseje submeter lotes deve ter uma grande participação/depósito no sistema, o qual atua como uma garantia contra comportamentos fraudulentos ou maliciosos. Se o usuário enviar um lote fraudulento que for provado inválido por meio de uma prova de fraude, então o depósito é queimado conforme as regras do sistema.

Qualquer pessoa pode submeter um lote, mas tal abordagem aberta não é eficiente nem segura. Existem outras opções também, por exemplo:

* um **leilão de sequenciador** pode ser realizado em intervalos regulares para determinar o próximo sequenciador por um período fixo de tempo;
* o sequenciador também pode ser escolhido aleatoriamente de um conjunto de participantes com participação em um mecanismo PoS;
* um sequenciador com desempenho inadequado pode ser retirado por votação dos detentores de tokens da rede, e um novo leilão pode ser realizado.

**Tipos de rollups**

Existem dois tipos de rollups que variam dependendo do modelo de segurança no qual se baseiam:

* **Rollups otimistas** (*Optimistic Rollups*)
* **Rollups com prova de conhecimento zero** (*ZK-Rollups*)

**Rollups otimistas (Optimistic Rollups)**

Sob este modelo, assume-se que as transações são válidas por padrão, a menos que sejam contestadas por uma **prova de fraude**.  
A ideia fundamental é que o provedor de rollup publica os dados da transação na cadeia e aguarda alguns dias. Se alguém (um validador externo) apresentar uma reclamação e provar, por meio de uma prova de fraude, que a transação publicada é inválida, o provedor de rollup é penalizado (*slashed*, ou seja, perde sua garantia) e as transações são revertidas.

Os optimistic rollups utilizam uma **sidechain** que roda em paralelo com a cadeia principal do Ethereum.  
A ideia principal é mover a computação e o armazenamento para fora da camada 1. Após uma transação ser executada na L2, o rollup otimista propõe um novo estado à L1 ou autentica a transação. Os dados da transação da L2 são escritos na L1 como **calldata**.  
O sistema de rollup compacta muitas transações em um lote para reduzir a quantidade de dados postados na cadeia L1 principal e, portanto, o custo (em taxas).

O sistema utiliza **provas de fraude**, o que significa que, se um verificador (alguém na rede) detectar uma transação fraudulenta, a rede do optimistic rollup executará uma prova de fraude e rodará a computação da transação usando os dados de estado disponíveis (validade dos dados). Nesse caso, o gás consumido para executar a prova de fraude é reembolsado ao verificador.

Rollups otimistas são mais adequados para **computações EVM de uso geral**, por causa da sua compatibilidade direta com a EVM e baixo custo.

As transações são processadas off-chain, mas são postadas on-chain no contrato de rollup. Os fundos em um sistema de optimistic rollup são armazenados em um contrato inteligente na cadeia principal L1 do Ethereum. Esse contrato inteligente é responsável por lidar com depósitos e saques de fundos, registrar agregadores e submeter provas de fraude.  
Qualquer pessoa pode se registrar como agregador ao fazer um depósito de garantia no contrato inteligente.

**Como funcionam os optimistic rollups – passo a passo**

1. O **usuário** envia uma transação para a **camada 2** (rollup otimista).
2. A transação é **executada** e **agrupada** com outras transações em um **lote** pelo **sequenciador** (também chamado de agregador).
3. O sequenciador **comprime o lote** e publica os dados da transação na **camada 1**, onde são armazenados como *calldata* em um contrato inteligente.
4. O sequenciador propõe uma **nova raiz de estado** da L2 como sendo válida.
5. A comunidade (qualquer participante da rede) tem uma **janela de tempo para disputar** a transação — chamada de **período de contestação** (*challenge period*). Esse período pode durar dias.
6. Se nenhuma disputa for feita, a nova raiz de estado torna-se válida na L1 e os fundos podem ser sacados da L2 de volta para a L1.
7. Se houver uma disputa, então uma **prova de fraude** é submetida à L1. A L1 executa a transação novamente para verificar sua validade.
8. Se a transação for inválida, o sequenciador é penalizado (*slashed*) e os dados são revertidos.

**Vantagens dos optimistic rollups**

* Eles são **compatíveis com a EVM**, o que significa que os contratos inteligentes existentes podem ser portados facilmente para a camada 2.
* Os optimistic rollups são **eficientes em termos de custo**, já que não exigem cálculos criptográficos pesados como os ZK-rollups.
* Não exigem **mudanças significativas na infraestrutura** existente.

**Desvantagens dos optimistic rollups**

* O **tempo de retirada é longo**, pois é necessário esperar o período de contestação.
* A **segurança depende da presença de um observador honesto** capaz de detectar fraudes.
* Pode ser necessário **executar novamente a transação inteira** para verificar uma prova de fraude.

**ZK-rollups (rollups com prova de conhecimento zero)**

ZK-rollups ou **zero-knowledge rollups** operam de maneira diferente dos optimistic rollups. Eles **não presumem validade por padrão**, mas em vez disso, **provam ativamente a validade** de cada transação.

Um ZK-rollup utiliza provas criptográficas chamadas **provas de validade** (*validity proofs*) que provam que todas as transações em um lote foram executadas corretamente. Uma vez que a prova é verificada na L1, o novo estado é considerado válido.

Esse método **elimina a necessidade de um período de contestação**, o que significa que os saques podem ser feitos quase imediatamente. Além disso, não há necessidade de reexecutar a transação no caso de fraude, porque a prova de validade já garante que a transação foi válida.

Essas provas são geradas por uma **função criptográfica especializada** chamada de **prova sucinta de conhecimento zero** (*succinct zero-knowledge proof*), como SNARKs ou STARKs (discutidas no Capítulo 15). Elas são **muito pequenas e rápidas de verificar**, o que as torna ideais para rollups.

**Funcionamento dos ZK-rollups – passo a passo**

1. O **usuário** envia uma transação para a **camada 2**.
2. A transação é **executada off-chain** e agrupada com outras transações.
3. Um **prover** gera uma **prova de validade** para o lote usando uma técnica de conhecimento zero, como um **SNARK** ou **STARK**.
4. O lote de transações e a prova são enviados para a **camada 1**, onde a **prova é verificada** por um **verificador on-chain** (contrato inteligente).
5. Se a prova for válida, o novo **estado** da camada 2 é aceito automaticamente.  
   Não há necessidade de período de contestação ou reexecução.

**Vantagens dos ZK-rollups**

* Os **saques são instantâneos** porque não há necessidade de esperar por um período de contestação.
* A **verificação da prova é rápida** e não requer reexecução das transações.
* A **segurança é criptograficamente garantida**, sem depender de observadores honestos.
* Redução de **custos e tamanho de dados**, pois múltiplas transações são compactadas em uma única prova pequena.

**Desvantagens dos ZK-rollups**

* **Gerar as provas de validade é computacionalmente caro**, especialmente para transações complexas.
* Ainda **não há suporte completo à EVM** para todas as operações (embora esteja sendo desenvolvido).
* A **complexidade técnica** é maior do que nos optimistic rollups.

**Comparação: Optimistic Rollups vs ZK-Rollups**

| **Característica** | **Optimistic Rollups** | **ZK-Rollups** |
| --- | --- | --- |
| Provas | Provas de fraude | Provas de validade |
| Tempo de saque | Dias (devido ao período de disputa) | Quase instantâneo |
| Compatibilidade com EVM | Alta | Limitada (mas crescente) |
| Custo de geração de provas | Baixo | Alto |
| Custo de verificação | Alto (reexecução de transações) | Baixo (verificação de prova) |
| Complexidade | Relativamente simples | Alta (requer conhecimento criptográfico profundo) |
| Finalidade | Demorada (disputável) | Imediata (verificada criptograficamente) |

**Conclusão**

O problema da escalabilidade é um dos desafios mais significativos enfrentados pelas blockchains públicas. Ele surge da trindade blockchain: **escalabilidade**, **descentralização** e **segurança**, que muitas vezes não podem ser obtidas simultaneamente. Muitas técnicas e soluções foram propostas para resolver esse problema, e este capítulo apresentou várias delas.

As soluções variam desde melhorias de **camada 0**, como **Cosmos** e **Polkadot**, até **camada 1**, como **paralelização de transações**, **aumento do tamanho dos blocos**, **sharding** e **blockchains baseadas em DAG**. Por fim, examinamos soluções de **camada 2**, como **canais de estado**, **sidechains**, **Plasma**, **commit chains**, **trusted hardware** e **rollups** (optimistic e ZK).

À medida que as blockchains continuam a evoluir, as **soluções de camada 2** e abordagens híbridas como **validium**, **volitions**, **rollups soberanos** e **disponibilidade de dados baseada em DAOs** também estão ganhando força. É provável que uma combinação dessas técnicas, juntamente com futuras inovações, forme a base de um ecossistema blockchain verdadeiramente escalável e global.